
Bezpieczeństwo
w sieci 
i rozpoznanie
fake newsów
Publikacja wyraża jedynie poglądy autorów i nie może być
utożsamiana z oficjalnym stanowiskiem Kancelarii Prezesa Rady
Ministrów



Wstęp do bezpieczeństwa w sieci

Tworzenie silnych haseł

Rozpoznawanie fałszywych
informacji (fake newsów)

Bezpieczne zakupy w sieci

W tej prezentacji
znajdziesz:
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Obiektyw Google



Jak uruchomić Obiektyw Google?
1. Kliknij ikonę małego obiektywu w pasku wyszukiwania po prawej stronie,
obok mikrofonu
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2. Jeżeli pojawi się komunikat dotyczący
zezwolenia aplikacji Google na robienie zdjęć
i nagrywanie wideo wybieramy opcję
Podczas używania aplikacji lub Tylko tym
razem

Jak uruchomić Obiektyw Google?
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3. Następnie kliknij przycisk Otwórz
aparat



Jak uruchomić Obiektyw Google?

6

4. Po włączeniu Obiektywu Google, skieruj aparat telefonu na kod QR. Gdy na
ekranie pojawi się link, dotknij go – otworzy się formularz Google



Sprawdź swoją
wiedzę
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Wstęp do bezpieczeństwa 
w sieci

1. Wirusy

2.  Phishing

3. Kradzież tożsamości
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Wirusy Złośliwe oprogramowanie,
które może uszkodzić
system komputerowy,
wykradać dane lub
powodować inne szkody.
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Phishing Oszustwo polegające na
podszywaniu się pod
zaufane instytucje w celu
wyłudzenia poufnych
informacji, takich jak hasła
czy numery kart
kredytowych.
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Przykłady phishingu
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Przykłady phishingu
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Kradzież
tożsamości Przestępstwo polegające

na przejęciu czyichś
danych osobowych w celu
popełnienia przestępstw,
takich jak oszustwa
finansowe.
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Trzy mity bezpieczeństwa w sieci
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Tworzenie silnych haseł
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Silne hasła

Hasła, które są trudne do
odgadnięcia przez nieuprawnione
osoby. Powinny być długie,
zawierać mieszankę liter, cyfr i
znaków specjalnych oraz być
unikalne dla każdego konta.
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Jak stworzyć silne hasło?
– Użyj co najmniej 8 znaków (zalecane jest nawet
więcej).
– Połącz duże i małe litery, cyfry oraz znaki specjalne
(np. @, #, !).
– Unikaj oczywistych haseł, takich jak „123456” lub
„hasło”, oraz informacji łatwych do odgadnięcia, jak
imię czy data urodzenia.
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Jak stworzyć silne hasło?

Korzystaj z
mnemotechnik,

używaj znaczących
fraz lub zdań
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PRZYKŁAD: 
Mam dwa psy i
jednego kota

“M2p&1k!” 



1.Stwórz propozycje silnego
hasła. 

2.Sprawdź swoją propozycję na
stronie
https://haveibeenpwned.com/

Zadanie: 
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Have I Been Pwned



Menedżer haseł

Program lub aplikacja, która
przechowuje i zarządza hasłami
użytkownika, umożliwiając
bezpieczne logowanie się do
różnych serwisów bez potrzeby
pamiętania wszystkich haseł.
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Menedżer haseł
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https://youtu.be/ffgvj-_Z48c


1.Dezinformacja

2.Propaganda

3.Clickbait

Rozpoznawanie
fałszywych informacji
(fake newsów)
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Fałszywe informacje, które są
tworzone i rozpowszechniane w
celu wprowadzenia w błąd, często
z intencją osiągnięcia korzyści
politycznych, finansowych lub
manipulacji opinią publiczną.

 Fake News
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 Fake News
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https://youtu.be/kxzn6JcPhNY
https://youtu.be/kxzn6JcPhNY


Przykład fake newsa
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Dezinformacja

Celowe rozpowszechnianie
nieprawdziwych informacji
w celu wprowadzenia w
błąd.
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Dezinformacja
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https://youtu.be/z3fCMst6sQc


Przykłady dezinformacji
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Forma komunikacji, która jest
używana w celu wpływania
na postawy lub zachowania
ludzi, często poprzez
przedstawianie
jednostronnych lub
zniekształconych informacji.

Propaganda
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Technika używana w mediach
internetowych, polegająca na
tworzeniu sensacyjnych
nagłówków lub treści, które
mają na celu zwrócenie uwagi
i nakłonienie do kliknięcia na
dany link.

Clickbait
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Przykłady
clickbait
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Zweryfikuj
fałszywą
informację 

“Nowe badania dowodzą, że picie
soku z marchwi leczy raka!
Naukowcy z nieznanej uczelni
odkryli, że osoby pijące codziennie
sok z marchwi mają o 90% mniejsze
ryzyko zachorowania na raka.
Wypróbuj już dziś!”
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„Rząd planuje wprowadzić nowe
podatki dla emerytów, które
zmniejszą ich dochody o połowę!
Sprawdź, co cię czeka!” 

„Tylko nasza partia walczy o dobro
emerytów! Inni chcą zabrać wam
wasze prawa! Głosuj na nas, jeśli
chcesz godnej starości!”

„Niewiarygodne! Ta jedna rzecz
sprawi, że będziesz żył 10 lat dłużej!”
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Zweryfikuj
fałszywą

informację 



Deepfake
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Deepfake to określenie na syntetyczne
obrazy, filmy lub nagrania audio, które
zostały wygenerowane lub
zmanipulowane przy użyciu sztucznej
inteligencji, 



Przykłady
deepfake
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Fałszywe sklepy

Phishing e-mailowy

Bezpieczne
zakupy w sieci
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To strony internetowe, które udają prawdziwe
sklepy, aby oszukać użytkowników. Często
oferują produkty w atrakcyjnie niskich cenach,
ale po dokonaniu płatności klient nie
otrzymuje towaru ani zwrotu pieniędzy. 

Fałszywe
sklepy 

41



Przykład fałszywego sklepu
internetowego
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POLAJKUJCIE NAS
NA FACEBOOKU
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KONTAKT
T e l :  + 4 8  5 7 9  5 1 9  6 8 8

e - m a i l :  s e n i o r z y @ k l a s t e r . o r g . p l

ul. Jana Siemińskiego 22, 44-100 Gliwice | klaster.org.pl 
Facebook/Instagram: @Klaster Innowacji Społecznych
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